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CRYPTOLAW FOR
DISTRIBUTED LEDGER TECHNOLOGIES:
A JURISPRUDENTIAL FRAMEWORK

Carla L. Reyes

ABSTRACT: Both governments and private entities increasingly turn to distributed ledger technologies (DLT) for more efficient and transparent ways to implement administrative and other processes. When so doing requires grafting legal concepts onto computer code, changes will ripple outward to affect other areas of the law. Treating DLT as a foreign legal system allows comparative law to illuminate five areas of jurisprudential disruption from moving legal processes to DLT-based systems: substantive legal changes, new regulatory actors, legal structure changes, law-lag reduction, and legal culture changes. This article explores such ripple effects in the context of DLT-based corporate share registries in Delaware. The article argues that, in addition to changes to the Delaware General Corporation Law, DLT-based share registries may impact corporate law in other substantive ways, see the rise of new regulator-like entities, and magnify the shift in corporate culture reflected in the unicorn and platform technology company phenomena.


In July 2017, Delaware Governor John C. Carney Jr. signed into law amendments to the Delaware General Corporation Law that allow corporations to issue shares through blockchain technologies. Meanwhile, the governments of Sweden and Cook County, Illinois have investigated the possibility of implementing a real-property recording system through blockchain technology.
More ambitiously, Dubai seeks to move all government documents to blockchain-based systems by the year 2020. The Department of Homeland Security and the Illinois Blockchain Initiative each demonstrate interest in the potential of self-sovereign identity solutions through a distributed ledger technology called Sovrin. Although technology frequently spurs innovation in law and governance, the use of blockchain and distributed ledger technologies to do so introduces qualitatively different challenges, implications, and consequences.

When governments and regulators use blockchain technology or distributed ledger technology to implement and deliver law “through smart-contracting, semi-autonomous, cryptographic computer code,” they create “crypto-legal structures.” This article predicts that enabling the use of crypto-legal structures through amendments to Delaware’s General Corporate Law will have ripple effects in the law. Namely, using crypto-legal structures will impact the way lawmakers, lawyers, and everyday citizens think about law, and may alter the actual substantive rules that apply in certain circumstances. In prior work, I developed a framework for analyzing the use of crypto-legal structures, which I call “cryptolaw.” The intent of the cryptolaw framework for blockchain technologies is to create a jurisprudential space, which anticipates the nature of the ripple effects that crypto-legal structures will ignite. This article uses Delaware’s efforts to allow the issuance of blockchain-based corporate shares to illustrate how engaging in a cryptolaw analysis creates a new jurisprudential discourse. To do so, the article first briefly introduces distributed ledger technology. The article then examines the considerations to use when evaluating whether to adopt a crypto-legal structure. Next, the article explores the six ripple effects that the cryptolaw analytical framework expects to result from adopting crypto-legal structures in the context of Delaware’s blockchain-based corporate share innovations. The article concludes by predicting the next wave of corporate legal issues ignited by Delaware’s current activity and highlighting areas in need of further research.


6. Carla L. Reyes, Conceptualizing Cryptolaw, 96 Neb. L. Rev. 384, 387 (2017). I first coined the term “crypto-legal structures” and introduced the idea of cryptolaw as an emerging jurisprudence for the use of distributed ledger technologies in legal processes in Conceptualizing Cryptolaw, from which this article is derived. Id. at 389. I note that although the focus in both this article and in Conceptualizing Cryptolaw is the adoption of crypto-legal structures by government actors, the idea of crypto-legal structure is broad enough to capture any time a societal actor chooses to implement an arrangement recognized in law through computer code (such as business entities). Id. at 387.

7. Id. at 389.
I. A DISTRIBUTED LEDGER TECHNOLOGY PRIMER

Books can be, and have been, written to explain how the various implementations of distributed ledger and blockchain technology work. That kind of detailed treatment of the technical elements of this technology lies beyond the scope of this short article. Nevertheless, to enable an in-depth discussion of the implications of crypto-legal structures for adjacent areas of the law, this article begins with a (very) brief introduction to distributed ledger technology, blockchain technology, and smart contracts. The focus of this section is to highlight the key elements of the technology that drive the need for the cryptolaw jurisprudential framework.

A. Distributed Ledger and Blockchain Technology

This article uses the term distributed ledger technology (DLT) to refer generally to “computer software that is distributed, runs on peer-to-peer networks, and offers a transparent, verifiable, tamper-resistant transaction-management system maintained through a consensus mechanism rather than by a trusted third-party intermediary that guarantees execution.” DLT is an umbrella term used to refer to any number of technical variations of systems that achieve these functions, while blockchain technology is the term used to refer to a specific subset of distributed ledgers. As Garrick Hileman and Michel Rauchs state:

In general, the term “distributed ledger technology” refers to all initiatives and projects that are building systems to enable the shared control over the evolution of data without a central party, with individual systems referred to as “distributed ledgers.” If one wants to describe a system that has global data

---


9. Id. at 390–91 (citations omitted). Because I have previously written detailed explanations of how DLT works—see id. at 389–96 and Carla L. Reyes, Moving Beyond Bitcoin to an Endogenous Theory of Decentralized Ledger Technology Regulation: An Initial Proposal, 61 VILL. L. REV. 191, 196–202 (2016)—this DLT primer is particularly brief.

10. GARRICK HILEMAN & MICHEL RAUCHS, CAMBRIDGE CTR. FOR ALT. FIN., GLOBAL BLOCKCHAIN BENCHMARKING STUDY 21–22 (2017) (“The first blockchains were closely based on the architecture of Bitcoin, where transactions sent across the system are bundled into a new ‘block.’ This new block references the preceding block, effectively forming a chain of cryptographically linked transaction bundles. New database systems have emerged that are also often referred to as blockchains, but which do not share the main characteristics of ‘traditional’ blockchains used by cryptocurrencies. For instance, some are ‘block-less’ . . . others do not broadcast all transactions to each participant, and yet others do not reach consensus on the state of the global ledger but rather on the state of sub-ledgers or channels . . . . The development of these new types of systems, loosely built on the original Bitcoin blockchain concept, has resulted in the emergence of a new, more generic term—distributed ledger technology (DLT).”)

11. Id. at 24 (“Blockchains can be thought of as a special subset of distributed ledgers that share the same adversarial threat model, but have additional characteristics that set them apart.”).
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diffusion and/or uses a data structure of chained blocks, one should call it a “blockchain.”

Essentially, any specific distributed ledger or blockchain operates as a computer protocol that sets the rules allowing networked computers to communicate with each other to reach agreement over the evolution and existence of shared facts and shared data. Many distributed ledgers and blockchains (but not all) “are also robust enough to allow software developers to layer complex relationships into the computational material of the underlying protocol.” Such complex relationships are often built by computer programs referred to colloquially as “smart contracts.”

B. Smart Contracts

The term smart contract is widely used, and often misused. In particular, many people, and particularly those trained in legal studies, associate the term “smart contract” with the concept of a legal contract, including the contractual issues of offer, acceptance, and consideration. Although smart contracts may, in fact, be written in ways that amount to a legal contract, at a basic level, the term smart contract is routinely used to refer to “a computer protocol—an algorithm—that can self-execute, self-enforce, self-verify, and self-constrain the performance” of its instructions. Indeed, in reality, software developers use different terms to refer to the same functionality—Ethereum developers use the term smart contract while bitcoin developers use the term script. Smart contracts (or scripts), quite simply, “are computer programs that can automatically...”

12. Id. As in my prior work, this article adopts the terminology confirmed as best practice by Hileman and Rauchs—using the umbrella term DLT to refer to the technology in general and blockchain when referring to a specific distributed ledger that exhibits one or more of the characteristics unique to that subset of DLT. Id.


14. Reyes, supra note 6, at 396.

15. Contra HILEMAN & RAUCHS, supra note 10, at 57 (“Contrary to their name, smart contracts are neither extremely smart nor contracts (in the legal sense).”).


17. TIM SWANSON, GREAT CHAIN OF NUMBERS: A GUIDE TO SMART CONTRACTS, SMART PROPERTY, AND TRUSTLESS ASSET MANAGEMENT 16 (2014); see MELANIE SWAN, BLOCKCHAIN: BLUEPRINT FOR A NEW ECONOMY 16 (Tim McGovern ed., 2015) (“[A] smart contract is both defined by the code and executed (or enforced) by the code, automatically without discretion.”).

18. See e.g., ANTONOPULOS, supra note 8, at 155–166 (describing the various forms of scripts that can be constructed using the Bitcoin Blockchain, many of which would be called a “smart contract” in Ethereum).
perform some function” upon the fulfillment of certain predetermined condition(s). As such, smart contracts might be better described as “verifiable scripts.”

The concept of a smart contract is not new. In traditional database architectures, smart contracts are called “stored procedures.” As Hileman and Rauchs explain: “The key difference of running them in a distributed ledger is that the execution of smart contracts is guaranteed by system rules and the outcome is verifiable and auditable by all network participants.” Thus, the key elements that make these verifiable scripts both unique and powerful “lie in their autonomous, self-sufficient, distributed nature.” Current uses of verifiable scripts in the private sector include the securities-trading platform developed and launched by Overstock.com Inc.—the t0 platform, decentralized file storage, and decentralized notary services, among others.

---

20. HILEMAN & RAUCHS, supra note 10, at 57.
21. This is the term adopted by the Coalition of Automated Legal Applications working group members at its recent meeting at Stetson University College of Law on October 28–29, 2017 (in addition to the author, the following members of the working group were in attendance: Assistant Professor of Law Paolo Saguato, Antonin Scalia Law School at George Mason University; Ms. Wendy Lawson, Director Advisory Services at the International Association for Contract & Commercial Management; Mr. Christopher Cervellera, Juris Doctor, Stetson University College of Law; Mr. Dan Virgil Puscasiu, Ph.D. Candidate, University of Milan; Ms. Primavera de Filippi, Faculty Associate, Berkman Klein Center for Internet & Society at Harvard University, and Ms. Constance Choi, Founder, Seven Advisory). The COALA working group members strongly encourage others to adopt this term as a more precisely descriptive term than the confusion-causing term “smart contract.”
22. HILEMAN & RAUCHS, supra note 10, at 57.
23. Id.
24. Reyes, supra note 6, at 398.
25. David Floyd, Overstock’s t0: Reconciling Fiat Currency and the Bitcoin Blockchain, NASDAQ (Dec. 16, 2015, 1:30 PM), https://www.nasdaq.com/article/overstocks-t0-reconciling-flat-currency-and-the-bitcoin-blockchain-20151216 ("Overstock.com Inc. ... has issued bonds on the bitcoin blockchain, becoming the first company to offer a crypto-security, and has gained regulatory approval to do the same with equity.").
Increasingly, the public sector is also indicating interest in potential applications of verifiable scripts and distributed ledger technology for use in government and legal processes. Such contemplated uses call for the law and those that develop it—academics, practitioners and lawmakers alike—to prepare for a time when verifiable scripts and distributed ledger technology disrupt the law itself. In other words, public sector implementation or other enabling of verifiable scripts and distributed ledger technology calls for engagement with a cryptolaw jurisprudential framework for blockchain technology and distributed ledger technology.

II. RECENT ADOPTION OF CRYPTO-LEGAL STRUCTURES AND THE NEED FOR CRYPTOLAW JURISPRUDENCE

According to Black’s Law Dictionary, in “the proper sense of the word,” jurisprudence

is the science of law, namely, that science which has for its function to ascertain the principles on which legal rules are based, so as not only to classify those rules in their proper order, and show the relation in which they stand to one another, but also to settle the manner in which new or doubtful cases should be brought under the appropriate rules.

Cryptolaw, then, is the science of ascertaining the principles applicable when societal actors (whether governmental or private) adopt crypto-legal structures in two specific contexts: first, in identifying when adoption of a crypto-legal structure is actually warranted, and second, in determining how and in what manner we should assess the applicability of existing rules and the relation of existing rules to crypto-legal structures. This section sets forth the key elements of each of these pieces of cryptolaw for DLT.

A. Help or Hype: When is a Crypto-Legal Structure Actually Warranted?

Current public sector DLT applications under active investigation include real property registries, government archives and record retention, UCC-1

31. See MIRKOVIC, supra note 3; Rizzo, supra note 2.
32. E.g., Del Castillo, supra note 4; Andrea Tinianow & Caitlin Long, Delaware Blockchain Initiative: Transforming the Foundational Infrastructure of Corporate Finance, HARV. L. SCH. F. CORP. GOVERNANCE & FIN. REG. (Mar. 16, 2017), https://corpgov.law.harvard.edu/2017/03/16/delaware-blockchain-initiative-transforming-the-foundational-infrastructure-of-corporate-finance/ [https://perma.cc/L6SP-7X37] (“The first milestone on [the Delaware Blockchain Initiative’s] roadmap has been reached. It is the rollout of distributed ledger technology at the Delaware Public Archives, which has been the ‘beta’ test for the technology within State government. New ‘smart records’ technology automates compliance with laws pertaining to retention and destruction of archival documents, among other features.”).
filings for secured lending transactions under UCC Article 9,33 anti-money laundering regulation compliance;34 issuance and maintenance of identity documents,35 protection of health data,36 compliance with evidentiary standards,37 and allowing the issuance of corporate shares on DLT-based systems.38 Among others. The variety and breadth of the subjects represented in this list make it tempting to assume that DLT applications really represent more efficient and secure database, cloud, or cryptography-based applications technologies.39 Hence, there appears to be a certain rush to “upgrade” existing database structures to DLT-based systems.40 However, leading technologists agree that the cost of using large networks of computers to reach distributed or decentralized consensus about the existence and evolution of shared facts exceeds the benefits of DLT in scenarios where existing databases work well.41 Many commentators

33. Tinianow & Long, supra note 32 (“The second milestone will be ‘smart UCC’ filings... UCC filings on a distributed ledger will (1) automate the release or renewal of UCC filings and related collateral, (2) increase the speed of searching UCC records, (3) reduce mistakes and fraud and (4) cut cost.”).


38. Tinianow & Long, supra note 32 (“When then-Governor Markell launched the [Delaware Blockchain Initiative], he committed State government to use the technology and asked the Delaware State Bar Association’s Corporation Law Council to consider clarifying Delaware corporate law to expressly authorize tracking of share issuances and transfers on a distributed ledger.”).

39. Diedrich, supra note 34, at 49–50 (demonstrating that many current proposals for blockchain-based applications are really database, cloud-service, or cryptography-based applications instead).


41. Nolan Bauerle, What is the Difference Between a Blockchain and a Database?, CoinDesk, https://www.coindesk.com/information/what-is-the-difference-between-a-blockchain-and-a-database/ [https://perma.cc/25AS-QQAL] (“If confidentiality is the only goal, and trust is not a issue, blockchain databases pose no advantage over a centralized database. Hiding information on a blockchain requires lots of cryptography and a related computational burden for the nodes in the network.”)
nevertheless argue that public sector DLT applications offer opportunities to increase efficiency and transparency, enhance security of government systems, and establish trustworthy audit trails. How, then, can scenarios where crypto-legal structures will actually help be separated from the hype? We start by building a jurisprudence of cryptolaw.

Professor Lawrence Lessig famously wrote “[c]ode is law,” to emphasize that “we must understand how . . . the software and hardware that make cyberspace what it is regulate cyberspace as it is.” In other words, code, as the architecture of the Internet, constrains the ability of Internet users to take action via technological means. Building on this idea of “code is law,” DLT code can be conceptualized as a foreign legal system for the purpose of creating analytical space for determining whether—and under which circumstances—the creation of a crypto-legal structure is warranted.

Comparative law, or comparative jurisprudence, described as the study of the principles of law by comparing legal systems, uses the functional method to “consider[] elements of a legal system in light of the function that it serves in responding to a societal problem.” In so doing, comparative law recognizes legal systems as subsystems of a larger cultural system. As such, the comparative functional method employs a methodology that requires researchers comparing one legal system to another system to ask whether, in the absence of an equivalent legal structure, some other institution, legal or non-legal, fills the same function. To determine whether a crypto-legal structure is warranted, and upon which DLT architecture such a crypto-legal structure should be based, we use the comparative functional method to ascertain: (1) the function of the distributed ledger, and (2) the functions of the components that make-up its architecture.

There is no way to do this that is more effective than simply hiding the data completely in a private database that does not even require network connectivity.”.


Reyes, supra note 6, at 415.


Reyes, supra note 6, at 416 (citing Ralf Michaels, The Functionalism of Legal Origins, in DOES LAW MATTER? ON LAW AND ECONOMIC GROWTH 21, 23 (Michael Faure & Jan Smits eds., 2011)).

See id. (citing Tom Ginsburg, Lawrence M. Friedman’s Comparative Law, with Notes on Japan, 5 J. COMP. L. 92, 102 (2010)).

The first issue, the function of a distributed ledger, is not difficult to ascertain, as the very definition of DLT conveys its function: allowing mutually distrusting actors to reach consensus on the evolution and existence of shared facts.\(^{50}\) Viewed in the light of its function, DLT-based systems offer a cost-justified solution to implementation or enforcement of a legal or regulatory process in the public sector when the problem in the existing system relates to the relative inability of multiple parties to reach a consensus about the existence and evolution of shared facts.\(^{51}\) The second issue will be viewed differently by different actors in the DLT ecosystem,\(^{52}\) but many coders, such as R3’s Richard Gendal Brown view the ultimate function of DLT as being achieved by a “bundle of five services (consensus, validity, uniqueness, immutability, and authentication) that can be selected, like items on a menu, in whatever combination is needed to address a problem.”\(^{53}\) Thus, determining which DLT or blockchain architecture is best suited for the basis of a crypto-legal structure will depend upon the unique combination of these five services and the effect on the function of the bundled service caused by the design trade-offs made in selecting that combination.

According to Brown, the first of the five bundled services offered through DLT is consensus, which he defines as “creating a world where parties to a shared fact know that the fact they see is the same as the fact that other stakeholders see... across the Internet between mutually distrusting parties.”\(^{54}\) By providing the second service, validity, DLT has the capacity “to know whether a given proposed update to the system is valid.”\(^{55}\) DLT also enables uniqueness, “the capacity, in the face of conflicting valid updates to the system, ‘to know which, if either, of those updates we should select as the one we all agree on.’”\(^{56}\) As I stressed in an earlier article: “Immutability [is] the feature of DLT whereby ‘nobody else [in the DLT system] will accept a transaction from me if it tries to build on a modified version of some data that has already been accepted by other stakeholders.’”\(^{57}\) And finally, by performing the service of authentication, DLT enables “every action in the system [to be] almost always associated with a pri-

\(^{50}\) Brown, supra note 13 (defining DLT as “platforms, shared across the Internet between mutually distrusting actors, that allow them to reach consensus about the existence and evolution of facts shared between them”).

\(^{51}\) Reyes, supra note 6, at 402.

\(^{52}\) Indeed, there are debates on just about everything relating to architecture and design of DLT and blockchain-based systems.

\(^{53}\) Reyes, supra note 6, at 401 (citing Brown, supra note 13).

\(^{54}\) Brown, supra note 13.

\(^{55}\) Id.

\(^{56}\) Reyes, supra note 6, at 395 (quoting Brown, supra note 13).

\(^{57}\) Id. (quoting Brown, supra note 13). Note here that “immutability” really amounts to tamper-resistance. Id. at 395 n.64. It is a short hand term used to denote that it is extremely difficult for one user, acting alone, to change the agreed upon state of shared facts between participants. Id. It does not literally mean “never able to change.”
vate key; [such that] there is no concept of a ‘master key’ or ‘administrator password’ that gives God-like powers.” 58 When creating a crypto-legal structure, if the emphasis is on tamper-resistance, then the crypto-legal structure should be built using a distributed ledger that emphasizes what Brown calls the service of “immutability.” 59 If, instead, the key function to be achieved is authentication, then the crypto-legal structure should be built on a distributed ledger that emphasizes that service.

For example, Brown’s own Corda platform limits the consensus service to only those parties (in Corda’s case, regulated financial institutions) that need to agree on particular shared data. 60 Corda offers a distributed ledger for financial institutions engaged in deals with each other. 61 The idea is that only the parties to those deals need to see the shared data about the transactions. 62 A similar approach is taken to validity in Corda’s design, where Corda allows participants themselves to choose the level of the uniqueness service offered by DLT to suit the particular deal at hand. 63 The final services of very strong tamper-resistance (immutability) and authentication, on the other hand, resemble very closely the features of the original Bitcoin blockchain. 64 Ultimately, then, treating DLT as a foreign legal system offers a conceptual framework for determining whether a crypto-legal structure may be an appropriate tool for implementing and enforcing a legal process and what type of distributed ledger should be used as the basis for that crypto-legal structure.

B. Crypto-Legal Structures Operate Like Legal Transplants, Anticipating Five Areas of Jurisprudential Ripple Effects

Treating the code that comprises DLT protocols as a foreign legal system also creates a launching pad for exploring the broader jurisprudential implications of creating and adopting crypto-legal structures. It should be noted that “[i]f DLT is approached as a form of foreign law, the creation of a crypto-legal structure by taking an existing legal rule and rewriting it into computer code should be approached as an exercise in legal transplantation.” 65 In the comparative legal literature on legal transplants, a legal transplant occurs when a legal rule, institution, or structure in one system is copied and implemented in a foreign system. 66 The extensive comparative legal literature discussing legal transplants 67 also teaches how to expect legal transplants to behave and how to decide

58 Brown, supra note 13.
59 Id.
60 Id.
61 Id.
62 Id.
63 Id.
64 Id.
65 Reyes, supra note 6, at 415.
66 Id.
67 For further discussion of the debate and literature on legal transplants in comparative law, see, for example, id. at 421–22 (citing ALAN WATSON, LEGAL TRANSPLANTS: AN APPROACH TO
what the transplant should look like. These lessons from comparative law translate into five areas of jurisprudential ripple effects that should be expected to emerge as governments adopt crypto-legal structures to implement and enforce law.

First, as crypto-legal structures are adopted to enforce or implement law, they should be expected to offer an opportunity to simplify existing substantive law. Comparative law’s functional method ensures that when designing a transplant to be implanted in the foreign system, those orchestrating the transplant rely upon endogenous legal rules, structures, and institutions in that receiving jurisdiction and consider how these endogenous elements will interact with the new rule. In other words, after having first considered whether the basic function of DLT helps resolve a problem that the legal rule, institution, or structure struggles to adequately address in its current form, and after then considering which distributed ledger’s mix of services best advances that functional goal, “the transplantation process [next] requires a consideration of any institutions or elements of the receiving system, here the DLT, that serve some or all of the same function. Only then can the transplant, the crypto-legal structure, be successfully designed.” During that process, those designing the crypto-legal structure will identify areas in which DLT acts, or can be coded to act as, functionally equivalent to legal rules. In such circumstances, creating crypto-legal structures offers an opportunity to simplify substantive law.

Second, those designing and implanting crypto-legal transplants should expect new legal elements and actors to emerge. Comparative legal scholarship instructs that the very nature of a transplant is that “when those vested with authority have decided what law to import, the process of adaptation to the local

68. See Michele Graziadei, Comparative Law as the Study of Transplants and Receptions, in THE OXFORD HANDBOOK OF COMPARATIVE LAW 441, 443 (Mathias Reimann & Reinhard Zimmermann eds., 2006).
69. See Reyes, supra note 6, at 415-37 (categorizing these ripple effects into three broad areas of legal system disruption: disruption of substantive law, disruption of legal structures, and disruption of legal culture).
70. See id. at 416-21.
71. See id. at 417 (arguing that the functional method of comparative law, and the systems analysis of computer science, encourages regulators and DLT computer coders alike to “first assess[] a specific existing legal structure, identifying its functional relation to society, breaking out subsystems of the legal structure, and identifying their functions, and then assessing which elements of DLT, if any, endogenously fill those functions”).
72. Id. at 416.
73. Id. at 417.
74. Id.; see also Carla L. Reyes, Blockchain-Based Agencies, ADMIN. & REG. L. NEWS, Summer 2017, at 9, 10 (“Imagine, for example, simplifying the rules related to Article 9 UCC-1 filing search errors or simplifying priority analysis.”).
75. Reyes, supra note 6, at 421.
environment will often add new and unexpected elements to the import.”

Put another way, studies show that, historically, transplanted “laws have everywhere been adapted to suit local conditions, and transplants everywhere manifest themselves as new hybrids.”

In the context of crypto-legal structures, the result is simple: a legal rule implemented through computer code may not operate in the same manner as that same legal rule carried out by individuals. In particular, the self-executing elements of the computer code and the software developers that code them might exert more regulatory power than intended, and may introduce new regulatory pitfalls, including unintended biases and questions of access to redress for faulty decisions.

Third, using crypto-legal structures will disrupt choices in legal forms and, as a result, may lead to new patterns of enforcement and regulation. Anthony Casey and Anthony Niblett argue that predictive technology will enable lawmakers to create “microdirectives” that allow individuals to understand their legal rights and obligations in specific situations. A microdirective would be created by technology first taking “a standard-like policy objective, analyzing its application in all possible contexts, and creating a vast catalog of legal rules—each of which is tailored to best achieve the objective in a specific scenario.” Then, as Casey and Niblett point out, “when a regulated actor is in any actual scenario, the technologies will search the vast catalog and identify the specific rules that are applicable . . . [to] translate those rules into a simple microdirective on how the regulated actor can comply with the law.” Finally, the microdirective would be communicated to the regulated individual, and the individual would decide whether to comply with the microdirective. Crypto-legal structures represent the potential for technology to eventually move beyond microdirectives to something more akin to automatic compliance.

---

76. Graziadei, supra note 68, at 465; see also Gunther Teubner, Legal Irritants: Good Faith in British Law or How Unifying Law Ends Up in Divergences, 61 MOD. L. REV. 11, 12 (1998) (arguing that transplants must be understood instead as “legal irritants,” the adoption of which triggers a whole series of new and unexpected events).

77. WERNERMENSKI, COMPARATIVE LAW IN A GLOBAL CONTEXT 51 (2d ed. 2006).

78. Reyes, supra note 6, at 422.

79. Id. at 423–26.

80. Id. at 428–32.


82. Id. at 1412.

83. Id.

84. Id.


86. Id. at 424 (“in other words, cryptolaw would enable a world of microdirectives in which, instead of delivering a microdirective or range of microdirectives to an individual for choice of compliance, a range of microdirectives is derived, a choice is made, and the choice is executed, all by the crypto-regulatory agent that exists within the crypto-legal structure.”) (citations omitted). Whether this outcome is desirable is one of the issues left for further exploration in the jurisprudential space of cryptolaw for blockchains.
enough crypto-legal structures emerge, certain systems will automatically comply with regulatory requirements. In such circumstances, the choice left to individuals is whether to participate in a prima facie compliant system or to participate in an alternative, perhaps noncompliant system. Such a possibility offers both promises and perils—the promise of allowing regulation to more closely mirror economic and social realities and the risk that a form of automatic restraint may significantly reduce individual autonomy.

Fourth, crypto-legal structures may enable a reduction in law-lag. Prevalent in the law and technology context, law-lag refers to the fact “that existing rules and institutional structures for rulemaking are becoming less capable of addressing the rapid pace of change.” In considering functional equivalents, the discipline of comparative law often considers the differences between the law on the books and the law in action. The law on the books is the blackletter statement of the law, while the law in action is the law as it actually works in practice. The gap between these two versions of law contributes significantly to the law-lag that perpetually plagues law and technology. By transferring the law on the books into DLT-based computer code, crypto-legal structures transform the law on the books to the law in action, thereby significantly reducing or eliminating the gap that feeds law-lag.

Fifth, and finally, crypto-legal structures will be coded by software developers, which may shift the locus of legal culture away from lawyers and towards software developers. Defined (by some) as the “attitudes, values, and opinions held in society, with regard to law, the legal system and its various parts,” legal culture “determines when, why, and where people use law, legal institutions, or legal process; and when they use other institutions, or do nothing.” Scholars have described “the law in lawyers’ heads” as a significant source of legal culture—the way lawyers practice law and their understanding of local rules and procedures impacts how the law on the books translates into law in action. If the crypto-legal structures begin to transform the law on the books...
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into law enacted through computer code, the law in software developers’ heads may impact legal culture more strongly than lawyers do. This shift in the factors that impact legal culture, as with many of the other analytical results discussed here, offers both the promise of more uniform application of law and the peril of imbedding the biases of software developers into the law.

The prevalence and relative importance of any of these five factors will vary with the use case to which the crypto-legal structure is applied. This is not a formula for constructing successful crypto-legal structures so much as it is a framework for beginning to analyze, discuss, and create a philosophy of law implemented through self-executing cryptographic computer code; it is a framework for beginning to build a jurisprudence of cryptolaw for blockchain technology.

III. DELAWARE AND BLOCKCHAIN-BASED CORPORATE SHARE ISSUANCE: A CASE STUDY

To better understand how the cryptolaw framework might be applied in a specific circumstance, this article now turns to a case study: Delaware’s efforts to allow corporations to issue shares using distributed ledger technology. This section first offers the background scenario that brought the share registry forward as a potential case for implementing a crypto-legal structure. Then this section uses the principles of the cryptolaw framework to consider three potential legal ripple effects that may result: the need for further simplification of substantive law, the emergence of new actors requiring regulatory oversight, and a potential shift in corporate culture.

A. Delaware’s Existing Share Registry Systems Are Broken

The saga of changing the Delaware General Corporation Law to enable DLT-based corporate share issuance began in May 2016 when Delaware’s then Governor Jack Markell created the Delaware Blockchain Initiative. The Governor charged the Delaware Blockchain Initiative with, among other things, pursuing “the amendment of Delaware law to accommodate distributed ledger shares.” The move was welcomed by Delaware Chancery Court Vice Chancellor J. Travis Laster, who, in a speech given to the Council of Institutional Investors just five months later, said that distributed ledger technology enables

99. Reyes, supra note 6, at 436.
100. Id. at 424–26.
102. Id.
“a utopian vision of a share ownership system where there is only one type of owner: record owners.”

The vice chancellor later took the opportunity to underscore the practical importance of his position on distributed ledger technology’s potential by offering commentary in a February 15, 2017 memorandum opinion, In Re Dole Food Company, Inc. Stockholder Litigation. Dole reached a settlement agreement with its former shareholders, who had sued alleging that the conflicting interests of key persons during a merger caused shareholders to receive a reduced price for their shares. To distribute the settlement funds, the court and the parties needed to determine who owned shares that entitled them to an award. As part of the claim process, “shareholders representing 49,164,415 shares claimed settlement proceeds, but the class contained only 36,793,758 shares.”

The institutions charged with keeping track of who owns which shares, the Depository Trust Company (DTC), could not confirm which claimants actually owned existing shares.

Commenting on this troubling state of affairs, Vice Chancellor Laster explained in a footnote of the memorandum opinion in which he decided who would receive the settlement funds that

[This problem is an unintended consequence of the top-down federal solution to the paperwork crisis that threatened Wall Street in the 1970s. Through the policy of share immobilization, Congress and the Securities and Exchange Commission addressed the crisis using the 1970s-era technologies of depositary institutions, jumbo paper certificates, and a centralized ledger.]

Noting that “[i]t was an incomplete solution” even at the time it was created, Laster explained the law lag only grew over time, compounding the problem.

Laster further commented that “[d]istributed ledger technology offers a potential technological solution by maintaining multiple, current copies of a single and comprehensive stock ownership ledger.” Although the Delaware Blockchain Initiative had been considering this very use case for nearly one year, the media attention given to the vice chancellor’s comments in the Dole case
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seemed to spur action. Just three months later, in July 2017, Delaware Governor John C. Carney Jr. signed the bill that amended Section 219 and 224 of the Delaware General Corporation Law to permit corporations to use records on a distributed ledger as a stock ledger under certain circumstances.

B. Delaware Is Enabling Crypto-Legal Structures and Should Expect Ripple Effects in Adjacent Areas of the Law

The efforts to enable DLT-based corporate shares can be viewed as efforts to enable crypto-legal structures in the field of corporate law. A corporation allows diffuse and large numbers of individuals, many of whom may not personally know each other, to come together in the economically efficient pursuit of profit. A corporate stock ledger functions to enable those diffuse and numerous actors to quickly distinguish who is entitled to what amount of economic return on their investment. In other words, corporate share registries allow mutually distrusting shareholders to reach agreement about the evolution and existence of the relative ownership claims between them. As the Dole case demonstrated, existing mechanisms for maintaining share registries failed to keep pace with the technology individuals used to trade ownership interests.
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As a result, the current structure routinely fails to enable shareholders to adequately reach consensus about who owns which shares—making this an area ripe for creating a crypto-legal structure.

Delaware’s exercise in examining whether DLT-based corporate share issuance warranted changes to existing substantive law represents an example of the first ripple effect of crypto-legal structures at play: examining how the crypto-legal structure, in this case a distributed ledger share registry, will interact with, and call for changes to, existing substantive law. The next step in the first factor’s analysis is to ask whether and how corporate shares issued on a distributed ledger will interact with federal securities exchange rules, should a public company wish to use a distributed ledger share registry. For example, are there any conflicts with existing federal securities laws that regulate public companies that would prevent public companies from using digital shares? The answer to that question under current law may result in private companies being the primary adopters of distributed ledger share registries. In such a case, a further opportunity to simplify existing substantive law may arise. If no such conflict, whether legal or practical, to public company adoption of DLT-share registries arises, then Professor George Geis argues that the substantive “legal implications of traceable shares will be profound.” In particular, Professor Geis argues that traceable shares could enable more responsive shareholder governance models, impact the nature of shareholder lawsuits, and offer the opportunity to rethink the separation of corporate and shareholder liability. Thus, whether obstacles to adoption arise or not, greater impact to corporate law beyond the changes already enacted to the Delaware General Corporation Law should be expected to materialize.

In keeping with another ripple effect predicted by the cryptolaw framework, we might also expect new actors with regulatory-like power related to privately held digital shares to emerge. For example, the requirements for compliant DLT-based share registries created by the amendments to the Delaware General Corporation Law include recording information that is not endogenously or routinely recorded by public blockchains like the Bitcoin Blockchain or Ethereum. Rather, the capacity to routinely record such information into a DLT-based system will need to be developed, likely by a proprietary DLT-solution provider such as Symbiont, which has already worked closely with Delaware in this and other initiatives. The technology companies that create
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DLT-based share registries may thus retain a certain level of control over the data contained in the distributed ledger and, depending upon the technical details of the distributed ledger, over the chain of records themselves. Such companies will become the DLT equivalent of the DTCC. While the DTCC is not a regulatory body, but rather, is regulated by the SEC, commentators have argued that “[i]n fact, the DTCC operates with minimal SEC oversight,” and the DTCC has been treated in various ways as though it is a government entity. As evidenced by the *Dole* case, the accumulation of such soft power can have important and unexpected effects on the corporate legal system. Delaware regulators should be prepared to exercise oversight over the companies that provided DLT-based systems to companies for use as share registries. Similarly, companies that develop such systems should prepare for a new level of potential regulation over the software they provide, particularly if they use a software as a service model and remain involved in the actual delivery and functioning of the system.

If startups adopt DLT-based share registries at the outset, and if doing so makes it more difficult for such companies to be traded publicly, then Delaware’s DLT-based share recording system may inadvertently set the stage for fewer publicly traded companies and more unicorns. As Abbey Stemler suggests: “Unicorns are able to avoid regulation and dictate the rules that will govern them in traditional and nontraditional ways.” Ultimately, it is important to note that in “a global economy that can be digitally wired and connected, massive potential exists for new business models and consumer experiences to disrupt industrial-era structures and institutions that have existing regulatory
crafting” the blockchain-related amendments to the Delaware General Corporation Law and that the full benefit of the amendments will not manifest until “the Delaware Division of Corporations announces completion of its integration with Symbiont’s blockchain”).
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frameworks.\textsuperscript{130} Many start-ups are already on such paths of regulatory entrepreneurship.\textsuperscript{131} Arguably, such power to engage and change the regulatory structures that would otherwise apply to a proposed business model has had a negative effect on corporate culture.\textsuperscript{132} In particular, when private companies grow to such a scale that previously anticipated a public offering, but no longer face the same regulatory and market pressures to do so, a separation of ownership and control that mirrors the situation in public companies emerges, but is subject to none of the same governance oversight.\textsuperscript{133} If DLT-based share registries are widely adopted, and adjacent areas of substantive legal or infrastructure conflicts, or both, are not resolved, Delaware’s adoption of DLT-based share registries may lead to magnification of the shift in corporate culture that is already underway.

\textbf{IV. THE NEXT WAVE OF CORPORATE LEGAL QUESTIONS FOR CRYPTOLAW}

The changes to the Delaware General Corporation Law go a long way to showing mainstream companies the potential value of distributed ledger technologies for their purposes. However, by engaging in a discourse around DLT-based share registries rooted in the cryptolaw framework, this article makes clear that we should not expect the changes made to the Delaware General Corporation Law to be the only changes resulting from the adoption of DLT for corporate share registries. Instead, we should expect ripple effects to manifest in adjacent areas of law and regulation for some time to come. More than that, we should begin discussing the implications of those ripple effects for corporate law and policy—that is what cryptolaw for DLT is all about.

In the meantime, a significant amount of economic activity is taking place through businesses that engage DLT in an entirely different way—namely, businesses built on top of a blockchain and conducting operations through computer code. Some such businesses are quasi and fully autonomous. Such businesses take the type of legal questions that Delaware asked during the process of enabling DLT-based stock ledgers and multiplies them tenfold. Even as the cryptolaw discussion should not prematurely conclude with regard to Delaware digital stock ledgers, the next wave of corporate legal questions for cryptolaw
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are already manifesting.134 Such new questions call equally upon regulators, policy makers, practitioners, business executives, early stage entrepreneurs and legal academics to engage in the discourse of cryptolaw to anticipate the potential challenges, implications, and consequences of moving legal and regulated economic activity to distributed ledger technology and blockchain technology-based systems.